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I, Salvatore Costantino, certify that I am an officer of the company named above, and 
acting as an agent of the company, that I have personal knowledge that the company has 
established operating procedures that are adequate to ensure compliance with the 
Commission's Customer Proprietary Network Information (CPNI) rules. See 47 C.F.R. 
§ 64.2001 et seq. 

Attached to this certification is an accompanying statement explaining how the 
(),(}lP,J)!:Wt~proceduresensure that the company is in compliance with the requirements 
set f6rth' in sectlori 64.2001 et seq. of the Commission's rules. 

Th~coni~~yhasnot taken any actions (proceedings instituted or petitions filed by the 
<;ompanywitheitherstate commissions, the court system, or the Commission) against 
data' brok:ers'in the past year. I acknowledge that companies must report on any 
ipf0rrtlEttiorHhat they have· with respect to the processes pretexters are using to attempt 
to' access CPNl, and what steps companies are taking to protect CPNI, and I have no 
such informationto report atthis time ... 
-'- -'. ,", ... -'. ,! '-.' .•. " '., - , ,'. ~ . ' • - . 

~h~ ... qompanyhas not.receivedany customer complaints in the past year concerning the 
unauthoiized 'release o{ or access to CPNI and I hereby acknowledge that if the 
cOIl1panydoes receive any such complaints, it must provide that informationtp the 
CoIl1ffiission, 'including the nUmber of customer complaints :1' company has. received 
related'to unauthorized access to CPNI, orunauthorlzed disclosure of C'pNI~'broken 
doWii by ',category or complaint, e. g., instances of improper accesS. by employees, 
Ip.sta]1cesof:jrnproper disclosure to individuals not authorized to receive the 
information, of instances of improper access to online information by individuals not 

~~O~~~~_< 
Salvatore Costantino ,. Managing Director 
'.' .. ': . .-' ... ;,. . 

';", , .. 

:":", ' 
" ..... , ",'" 



Statement Accompanying CPNI Certificate EB Docket No. 06-36 

Talking Platforms, LLC (the "Company") does not use, disclose or permit access to Customer 
Proprietary Network Information ("CPNI") except as permitted or required by law pursuant to 47 
U.S.C. § 222. The safeguards set forth in Sections I and J below are followed by the Company, 
and, to the extent that the Company finds it necessary to use, disclose or permit access to CPNI, 
the operating procedures in Sections A-H below are observed. 

A. Definitions. The terms used in this Statement have the same meaning as set forth in 47 
§64.2003. 

B. Use of CPNI. It is the Company's policy that the Company may use, disclose, or permit 
access to CPNI for the purpose of providing or marketing service offerings among the categories 
of service (i.e., local, interexchange, and interconnected VOIP) to which the customer already 
subscribes from the Company, without customer approval. 

To the extent that the Company provides different categories of service, and a customer 
subscribes to more than one category of service offered by the Company, the Company may 
share CPNI among the Company's affiliated entities that provide a service offering to the 
~:t,lstome:r .However~ tothe ,extent that the Company provides different categories of service, but a 
customer'aoes'not'subscribe to more than one offering, the Company does not share CPNI with 
~t~,af:fiijates,exceptby following the requirements described herein, . ", c,-

',:' .. 

Th~',ComPany,:doesnot use, disclose, or ,permit access to ePN! tornarketto _a'cllsiom#~y 
~ervice~,ftedngs that are within' a category of ,serviCe to which the, subscdberdoei l1oi-aIteady 
s:ubsciib~:froITl, the Company ; unless the CompailyhascustorrH~r approval to' do -so. 'The 
Company does not use, disclose or permit access to CPNI to identify or track customers that call 
competing,service providers . 
.. ,",; .. ). . 
. ",' ,'''' ,"'.'. ", 

N~twiihstanding the forgoing, it is the Company's policy that the Company may use, disclose, or 
permit access to CPNLto protect the rights or property of the CompanY, or to ,protect,users,of 
ihQseservlces, ·an4 other carriers 'from fraudulent, abusive,., or unlairfuluseof,.orsubscrlpti9rl to: such 'services', .. ," , ' , " , ," .'" '" .-': '; 

C~·· "'Customer Approvals. 

tfi$:the-CompaUY's policy ,that the Company may, obtain approval through wfitten,oraro~ 
e1ectronicmethods. The Company acknowledges that it bears the- burden of: demollstratirig that 
My-()raL,approya1s~ha:ve been given in compliance with the Commission'~ mle,s.theOCompany 
~()u.9rsilLapprovalsordisapprovals to use, disclose, or permit access to a¢ustomer~·$'GP.NI -ilutll 
the,~cu.stonier revokes or limits such approval or disapproval: The Company mainhiitis records of 
approval, regardlessofthe form of such approval, for at least one year . 

• ,.'.',,-• .' •••• ::.:',": •• _': _ ._., -., _ , •• ' ;. ','.. ,_ ., • _" _ , .,. • c', ••••• -" • ',' , •••• , .. ,_ •• '.:._~_~;~ •• ,\ ~.::,;j 
Qpt:70l,1t ancl-Opt~In Approval Processes . .It IS the Companyspohcy that It maY",sl,1bject,tQ Q.pf-, 
out 'apprqvaLoropt;Inapproval, use its customer's individually identifiableCPNIforjhepirii:>os~ 
of.marKetingcmnnmnications:'related services ,to that customer . .It is the Company'spolicYiha.tli 
maY,:.su.bjecfto opt-:()ut approval or opt~in approval,disclose" itscustomei'siridividuaJ.lY 
identifiable CPNI, for the purpose of marketing communications-related services to that 
fl1~t()me!, ,~o its, agents and its ,affiliates, that provide communications-related servi?es;~d its 



joint venture partners and independent contractors who do the same. It is the Company's policy 
that it may also permit such persons or entities to obtain access to such CPNI for such purposes. 
Except as provided herein, or as otherwise provided in Section 222 of the Communications Act 
of 1934, as amended, the Company only uses, discloses, or permits access to its customers' 
individually identifiable CPNI subject to opt-in approval. 

D. Notice Required For Use Of Customer Proprietary Network Information. It is the 
Company's policy that prior to any solicitation for customer approval, notification is provided to 
the customer of the customer's right to restrict use of, disclosure of, and access to that customer's 
CPNI. The Company maintains such records of notification, whether oral, written or electronic, 
for at least one year. It is the Company's policy that individual notice to customers is provided 
when soliciting approval to use, disclose, or permit access to customers' CPNI. 

E. Notice Content Requirements. Company notices must comply with the following 
requirements: 

1. Notices must provide sufficient information to enable the customer to make an informed 
decision as to whether to permit the Company to use, disclose, or permit access to, the 
customer's CPNI. 

''', '." 

'2: .··Noticestnltststatethat the . customer has a. right, and the Company. has a ~duty,under;fed~raC '. 
~:.: ;.)~~~t{)p'rot~ct the confidentiality of ePNI. ... . ... . .. . .. . '., '. ..... .... '.' •. '" "': 

?,N()#ces'111,~stspedfy the types ofinfonnationthatconstitute CPNI and the specific e~tities 
that wih receive the CPNI, describe the purposes forwhich CPNI will be used, and inform 

"'" the 9Pstom.~rofhiso:r her right to disapprove those use$, and deny or witl1drawaccessJQ; i .. 
. ::>~C:RJN}a~,apytiri1e~ . ' '. \.:. '. " 

. \ ,"., . 

4~(!:Notices fuustadyise the customer. ,Of the preCise steps the customer must take in orderto:,' ... , 
grant or deny acceSstO·.CPNl, and m,.ust·cleal"lY .• ·state .that a'denial:'of appr'ovalwill not affect: 

',',' the. ptoYisionpf any servicest,O which the cust,Omer subscribes. 

5'~, Notices must be comprehensible and must not be misleading. 

6. To the extent that written Notices are provided, the Notices are clearly legible, use 
. ,sl1f1:1~ient1YTatgetype; arid are placed in'an area·so.as t,O be·readilyappareht t6 ttcust6mer. 

7. ifariY'porti(')ri tif a Notice is translated into another language, then all portions of the Notice 
Inust be translated into that language. 

. . ,. .. 

8., Th6Notice may state that the customer's approval to use CPNI may enhance the Company's 
ability to offer products and services tailored to the customer's needs. The Notice may also 
statethattheCbmpany ma.y be compelled to disclose CPNlto' anypersonu:p-oriatfirinativ'(~ 
Wiittehreque:stby'thebustomer. .. ..... . . 
. . '-"'~ -" . ~ . -. . . 
.. , ..... " 

9> Nbtites~mayh6tinclude in the notification any statement attempting to encourage acustomer 
t() fi:eeze third-party access to CPNL 

-. '. ,~., 

'j 



10. Notices must state that any approval, or denial of approval for the use of CPNI outside of the 
service to which the customer already subscribes from the Company is valid until the 
customer affirmatively revokes or limits such approval or denial. 

11. The Company's solicitation for approval must be proximate to the Notice of a customer's 
CPNI rights. 

.' . ",,' 

",'.' 
.t,· ... """ 



F. Opt-Out Notice Requirements. It is the CQmpany's PQlicy that NQtices to' Qbtain Qpt-Qut 
apprQval be given Qnly thrQugh electronic Qr written methQds, and nQt by Qral cQmmunicatiQn 
(except as prQvided with respect to' Qne-time use QfCPNI beIQw). 

The CQntents Qf any such nQtificatiQn must cQmply with the NQtice CQntent Requirements 
described abQve. 

It is the CQmpany's PQlicy to' wait a 30-day minimum periQd Qf time after giving custQmers 
nQtice and an QPPQrtunity to' Qpt-Qut befQre assuming custQmer approval to' use, disclQse, Qr 
permit access to' CPNI. This 30-day minimum periQd is calculated as fQllQws: (1) In the case Qf 
an electronic fQrm Qf nQtificatiQn, the waiting periQd shall begin to' run frQm the date Qn which 
theNQtice was sent; and (2) In the case QfNQtice by mail, the waiting periQd shall begin to' run 
Qn the third day fQllQwing the date that the nQtificatiQn was mailed. It is the CQmpany's PQlicy to' 
nQtify custQmers as to' the applicable waiting periQd fQr a reSPQnse befQre apprQval is assumed. 

FQr thQse instances in which the CQmpany uses the Qpt-Qut mechanism, the CQmpany prQvides 
nQtices to' applicable custQmers every twO' years. 

FQr thQse instances in which the CQmpany uses e-mail tQprQvideQpt-Qut nQtices, the CQmpany 
follQws;the additiQnal .. requirements in· additiQn. to' the Tyquirements generally applicable .. to' 
iiotificatldri: :., . . . .... ..., ". . 

'-:. ,~ ... ":'.',-. . ." .. '.,' , .. ' -. ,.', .. i 

(i)Th.e C()mpaiiy; must obtai11 express, verifiable, pdQr approval frQm CQnsumers to' send nQtices 
yja,e-:-mai}regardi1,1g.thyir. service in general, Qr CPNI in particuhrr; . . . . , .... . 
:, ; .. ~ .. J \,,', - .. - .. . - ., .. , .... ',-;, 

'". ", -I .-,' ". '.",~ 

(2) The CQmpany must allQw custQmers to' reply directly to' e-mails cQntaining CPNI nQtices in 

()r4~q()op~7()l.lt:; ..... " .. : ' 

., ..... ~' ' .. , "-'., ( , . ' ,'.'., . ~ .~ 

(3.) Qpt.out e,.m~ilnotiyesthat are returned to' the C;Qmpal'lyasundellve,table Il1usth~-s~nt tp tp.~~,: 
~"!!s10IJ1~l{iTIl;U1othyt::f.Qrtn befQre the CQmpany cQnsiders the'cust()11),er to haver~cyiY~Q I1Qti9~;:'<;> 

"'"\" .-:. "; ',,:,;-.'-

(4)The~subjec~/line of thy message must clearlY and accurately identifythe subje8tlll:~tter:Qfthe,.: 
e .. rti~rl;. and. .' .. ' " .. ' .',., 

(5):TheGcimpany:m8kesavaihible to' every custQmer amethQd to' Qpt~Qut that is Qfp.o, fldgitiO'nal; 
costtothe9t!-stomerand thatis avail.able24hQurs a day, seven days a week. 

G~' ,.,', •... Opt-InN otice Requirements. It is the Company 'sPQlicy that N Qtices tQobti-iinQpt-ih .... 
approval·be giventhQugh oratWritten,' or electronic methQds. ThecQntents· of any such" . 
notifieatioifmust cQmply with the NQtice CQntent Requirements described abQve. 

II.,·.·· "Qne:Tinie Use of CPNINotice RequireDlents.The CQmpanymay' use' oral 'notice to ...... ' 
bbta'inliriiited;one-iimeuse QfCPNIfQr inbQundand outbound custQmer telephQnecQntacts for'. 
th~ dwatiQn Qf the call. The CQmpany requires that the CQntents Qf any such nQtificatiQn must 
66mply withthe·NoticeCQntent Requirements described abQve, except that theCofupany:may 
omif'anY:6fthe·fQllQwing nQtice prQvisiQns ifnQt relevant to' the limited use fQr which th~ 
COIllpapyseeks CPNI: 

':; .... :. 



(1) The requirement that the Company advise customers that if they have opted-out previously, 
no action is needed to maintain the opt-out election; 

(2) The requirement that the Company advise customers that they may share CPNI with their 
affiliates or third-parties and need not name those entities, if the limited CPNI usage will not 
result in use by, or disclosure to, an affiliate or third-party; 

(3) The requirement that the Company disclose the means by which a customer can deny or 
withdraw future access to CPNI, so long as explanation is given to customers that the scope of 
the approval the Company seeks is limited to one-time use; and 

(4) The Company may omit disclosure of the precise steps a customer must take in order to grant 
or deny access to CPNI, as long as the Company clearly communicates that the customer can 
deny access to his CPNI for the call. 

I. . Safeguards Required for the Use of CPNI. It is the policy of the Company to train its. 
personnel as to the circumstances under which CPNI may, and may not, be used or disclosed. In 
addition, the Company has established a written disciplinary process in instances where its 
personnel do not comply with established policies. It is the Company's policy to require that a 
reco.rdbe maintained ofitsawn and its affiliates ,. sales and marketingcam:pa:igns thatusethei,r, 
custorirers" ePN!. The Company maintains a record of all instances where CPNI was disclosed 
or provided to other third-parties, or where third-parties were allowed to access such CPNI. The 
tei;otdjncludesadescription of each campaign, the specitk ePNI that was uS.ed,in the;cainpaign, 
aiid~ whatproduct~ . and ·.services were offered. as a part' of the .campaign .. ·Silch·recorgsare .re.tained 
for. a minimulllofone year. . 

~Ule~GQmp~yhas ~stalJUshe4 a mandatory' ~upewisory r~viewprocf'ss.regarding(i<:)]:pplianee 
whh(1.pNfrul~~ fo:r;o:utbpU!1(l marketjng .. Sales personnel m~stoptain. sllpervif?Qry app:r~yal; Qf 
!:mY :pf9PQsed 01Jt"9illldmarketil1g request for cust(jmer approval. The Company's policies 
require that records pertaining to such carrier compliance be retained for a minimum period of 

pU~''y:e~;.· . .. ..... .'. ..... ..... .' . .....• ' ..... " ..... ,,' •. , .. 
~ncom,pliGl11ce""ith Section 64.2009( e), the' Company will prepare a "complian(ie. certificate" 
~ig¥~4:·b.Yc(li1of,:t}c~~i()n an annual basis stating that the officer has personal knowledge that the 
Company has established operating procedures that are adequate to ensure compliance with 47 
~.F.R. §64~+OOlets~q. The certificate is to be accompaniedbythisstatementanq wilL be. filed 
mEB, pocket No.06~3 6 annually on or before March 1, for data pertaining to the previo~s 
ba:lenclar ye'~,; this filing. will include anexphlnation of any. actionstakel1 agairist'data;biokers 
aii4asw,rUnaryofallcustomercomplaints received. in the past yearconcernirig the·linil;q.thorized 
releaseofCPN'I. . " . ... , . " ' .. ,. 

it Is .the~ Company's policy to provide written notice to the FCC within five business days of 3.ny 
iiisiance where the .oPt~ollt mechanisms do not WOrk properly, such that a consumer's. inability to 
()p'i~o#fl~'rilOre than' an.anomalY .. Thewrittennotice shall comply with 47 G:F:.R:·§64~.~Ob?<t).····.·' 

.t .... . .. S~teguards on: the Disclosure of CPNI. It is the Company's policy to take reasonable 
measu,res.tpdiscoverand protect against attempts togainunauthorizedaecess.to. CPNt The 
c;Qlnpanywillpmperly' authenticate'" a .' customer prior .• to. disclosing' CPNI • based.,. qn . customer
inHiated telephone.contact, online access, or in.,store visit, if applicable; as describedherehi .. 
: ;..-.' .. : _': '. ; .' . _.,. , ,_. . • • • • ' .• - •• ' . . • '.' ~.. •• ,_ I, ' ~, 



(1) Methods of Accessing CPN!. 

(a) Telephone Access to CPN!. It is the Company's policy to only disclose Call detail 
information over the telephone, based on customer-initiated telephone contact, ifthe customer 
first provides the Company with a password, as described in Section (2), that is not prompted by 
the Company asking for readily available biographical information, or account information. If 
the customer does not provide a password, the Company will only disclose Call detail 
information by sending it to the customer's address of record, or, by calling the customer at the 
telephone number of record. If the customer is able to provide Call detail information to the 
Company during a customer-initiated call without the Company's assistance, then the Company 
may discuss the Call detail information provided by the customer. 

(b) Online Access to CPN!. It is the Company's policy to authenticate a customer without the use 
of readily available biographical information, or account information, prior to allowing the 
customer online access to CPNI related to a telecommunications service account. Once 
authenticated, the customer may only obtain online access toCPNI related to a 
telecommunications service account through a password, as described in Section (2), that is not 
prompted by·the Company asking for readily available biographical information, or account 
information. 
t··,'. 

(c) In Store Access to CPN!. It is the Company's policy that it may disclose CPNI to a customer 
~1;lQ~'Jlt@YretaiJ J9pationoperated by the Company, fir::;tpresents to the CqmpallY<Qf its agent a 
Y~lid.pliMoIl)111atphiJ1g the. custome(saccount'infc,rmatio:n;' . ..' ,:.:>: .. ~: . 

. , , 

(2), Pass'Yorg: Proce,~ures .. roestablish a password~the Ccimpanywill authenticate the. clistomer 
without the use of readJlyavailable biographical information,or.account infonuation.: The 
c.ompany-may create.ct·back.,up customer authentication method.intheeventoflostorJorgofien 
pas§words,. but such back -up customer. authentication method; will not prompt the, customer for 
teadiJY'ayailabl~: biographical information or account information. If the. custoinercannot···<::, 
proyideJhe'correctpassword or correct response for the back-up customer authentication . . 

method, the customer must establish a new password as described in this paragraph. 
"'.-' . 

-', ., / ,. .. ,: :,- ",".' \ .. ' ., . ~."'.:, .:.; 

(3}Notific~atidnofAccount Changes. It is the Company's policy to notify customershnmediately 
whenevet,:apassword.customer response to a back-up meanS of authenticationforJost or 
forgottenpas~words,: onlineaccount,oraddress of record is created 'ot changed. This notification 
may be through ~CQmpany-originatedvoiceinailor text message to the telephone. J;i:ill11ber :6£ .:.'.:; , .. ' 
:recor~s; oI9y'mail to Jhe addressof.record"and·.will notreveal.the. chaiiged:iilformationor.be 
sentto:the.new account information. 

(4) Business,CustomerExemption. It is the Company's policy tha!it may contractually be bound 
to:ot!1er authentication:regimesother than those described herein for servicesprovidedJo 

.. • c. '. - ' • - " 

bu.siness,custOmers that have both a dedicated account representative and a contract that . 
. - . , '. 

~pecifically addresses the Company's protection ofCPN!. 
'.- " ':. 
\ " .. ' .: .. . 

K:: .... ~ ... ·N()titicatim.lof ~PNI·· Security BreaChes. 

(l}jtj~th~ (Ji:nnpany's policy to notify law enforcementofa breach in its 'c~~t,~~~~s": qP:1N).~~'" 
p:r(:>vi~eg·.iJ.1this.s·lection .. The. Company'willnot notify its customers orclisclo~e tllel?xeach 



publicly until it has completed the process of notifying law enforcement pursuant to paragraph 
(2). 

(2) As soon as practicable, and in no event later than seven (7) business days after reasonable 
determination of the breach, the Company will electronically notify the United States Secret· 
Services (USSS) and the Federal Bureau of Investigation (FBI) through a central reporting 
facility. 

(a) Notwithstanding state law to the contrary, the Company shall not notify customers or disclose 
the breach to the public until 7 full business days have passed after notification to the USSS and 
the FBI, except as provided in paragraphs (b) and ( c). 

(b) If the Company believes that there is an extraordinarily urgent need to notify any class of 
affected customers sooner than otherwise allowed under paragraph (a), in order to avoid 
immediate and irreparable harm, it will so indicate in its notification and may proceed to 
immediately notify its affected customers only after consultation with the relevant investigation 
agency. The Company will cooperate with the relevant investigating agency's request to 
minimize any adverse effects of such customer notification. 

(c).Jftherelevant.investigatingag~ncy determines that public disc1osureor notice to~cust(}i11~r 
¥l:<>uld impede or compromise an ongoing or potential criminal investigation or national security, 
such agency may direct the carrier not to so disclose or notify for an initial period of up to 30 
~ays, B:uch'periQd may be extended by the agency as reason~bly necessary 0 in the judgment of the 
agency.Jfsuch direction is given, theagt?ncy shall notify th~ carri~r wheflitappeatsihatthe 
publicdi~d6sUt~QrnQtice to affected custorherswill no longer impede or:comprQUlise.a:((riminal 
ihv:e$~tgation or national security. The agency shall provide in writing its initial direction to the 
carrier, any subsequent extension, and any notification that notice will no longer impede or 
~oJ1,lpn)II1i$ea :Grirnjl1~ljnvestigationor national ,security andsllch, writings ~h(,tll:b.e .. " _ '. __ , , .. 
~QPtemp(}r@e()uslyJQggedQn thes~e reportingfacillty that containstecprds of: nQti:lfi¢a:ti9Q;s: 
fU~<t':py.the:Co).1lP'91Y; .,- ,.. . -

(~J QUst9meI'N()tifIq~tion. After the Company has notified lawenforcementpl;l]Jsu~t-JQ 
p~~grapl;1,(4),-'it.willnotifY its, cllstomers of breach of tho.se customers' 'C})NL' ... ' 

"':"', " ... _.-.">_ ... ' ... "',-'. ' .' 

(4}Recordkeepiilg; The Company will maintain a record; electroniCally or in ,some" other'lUaim:.er, 
o.f: ally:.bteaches. discoyered,. notifications made to the USSSahd the· FBI pursuant to paragraph 
(2); and notifications made to customers; The record wilHnc1ude, if available, dates of discovery 
and notification, a detailed description of the CPNI that was the subject of the breach, and the 
pt~qwns~ap:~t!s,of:thebreach. The Coll1pany will maintain the record fora m~Ilil11tl1l1:Qf7 ye,~rs. 

""'" ,,' ',' 
''', ~. 

::> ...... -., ,_ .. ;" - ~", I .'".: ,I' • .' 

.. ";.' 

':." -~ . ~-.",' ,', '.' , 
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